Standaard 2050 – Coördinatie en vertrouwen

Het hoofd van de internal-auditfunctie dient informatie te delen, activiteiten te coördineren en te overwegen of gebruikgemaakt kan worden van het werk van andere interne en externe auditors en adviseurs, om een adequate dekking te verzekeren en het dubbel uitvoeren van werk tot een minimum te beperken.

**Interpretatie**:

*Bij het coördineren van de activiteiten kan het hoofd van de internal-auditfunctie vertrouwen op het werk van andere auditors en adviseurs. Er dient een consistent proces aanwezig te zijn om te voorzien in een basis voor vertrouwen. Het hoofd van de internal-auditfunctie dient de competenties, objectiviteit en professionele zorgvuldigheid van de auditors en adviseurs te overwegen. Het hoofd van de internal-auditfunctie dient een helder inzicht te hebben in de reikwijdte, doelstellingen en resultaten van de werkzaamheden die worden verricht door overige auditors en adviseurs. Ook ingeval wordt vertrouwd op het werk van externe partijen, blijft het hoofd van de internal-auditfunctie te allen tijde verantwoordelijk. Het hoofd van de internal-auditfunctie moet zorgen voor adequate ondersteuning voor de conclusies en adviezen die worden geformuleerd door de internal-auditfunctie*.

Herziene *Standaarden* die per 1 januari 2017 van kracht zijn

Implementatierichtlijn 2050

Inleiding

De rollen van assurance- en adviesdiensten verschillen per organisatie. Om de activiteiten te coördineren, identificeert het hoofd van de internal auditfunctie (CAE) de verschillende rollen van bestaande aanbieders van assurance- en adviesdiensten door het organigram en de agenda's of notulen van bestuursvergaderingen te evalueren. De rollen worden doorgaans gecategoriseerd als hetzij interne aanbieders of externe aanbieders.

* Interne aanbieders omvatten toezichtfuncties die ofwel aan het senior management rapporteren of deel uitmaken van het senior management. Zij kunnen betrokken zijn bij gebieden als milieu, financiële controle, gezondheid en veiligheid, IT-beveiliging, juridische zaken, risicomanagement, compliance of kwaliteitsbewaking. Deze worden vaak beschouwd als "second line of defense" activiteiten, volgens het Three Lines of Defense-model van het IIA.
* Externe assurance-aanbieders kunnen aan het senior management of externe stakeholders rapporteren, of ze kunnen worden ingehuurd door en rapporteren aan de CAE.

Zodra de aanbieders van assurance- en adviesdiensten zijn geïdentificeerd, bepaalt de CAE het soort en de hoeveelheid informatie die met hen kan worden gedeeld, in overeenstemming met de vertrouwelijkheidsvereisten van de organisatie. Het is belangrijk dat de CAE de beperkingen van het delen van vertrouwelijke informatie, met name met externe partijen, in beschouwing neemt.

Overwegingen bij de implementatie

De CAE heeft een ontmoeting met elke aanbieder om voldoende informatie te verzamelen zodat de assurance- en adviesactiviteiten van de organisatie gecoördineerd kunnen worden. De partijen delen binnen de grenzen van de vertrouwelijkheidsvereisten van de organisatie de doelstellingen, reikwijdte en het tijdstip van aanstaande evaluaties, beoordelingen en audits; de resultaten van eerdere audits; en de mogelijkheid om te vertrouwen op elkaars werk.

Het proces van coördinatie van de assurance-activiteiten varieert per organisatie. In kleinere organisaties kan de coördinatie informeel zijn. In grote of sterk gereguleerde organisaties kan de coördinatie formeel en complex zijn.

Een manier om assurance-dekking te coördineren is het creëren van een assurance-kaart door geïdentificeerde belangrijke risicocategorieën te koppelen aan relevante bronnen van assurance en het niveau van assurance dat geboden wordt voor elke risicocategorie te beoordelen. Omdat de kaart alomvattend is, geeft het de leemtes en dubbelingen in de assurance-dekking aan, waardoor de CAE de toereikendheid van assurance-diensten in elk risicogebied kan beoordelen. De resultaten kunnen worden besproken met de andere assurance-aanbieders, zodat de partijen een afspraak kunnen maken over de wijze waarop activiteiten worden gecoördineerd teneinde dubbel werk te minimaliseren en de efficiëntie en effectiviteit van de assurance-dekking te maximaliseren.

Een andere aanpak voor het coördineren van assurance-dekking is een gecombineerd assurancemodel waar internal auditing de assurance-inspanningen kan coördineren met de functies van de 'second line of defense', zoals een compliancefunctie, om de aard, frequentie en redundantie van internal auditopdrachten te verminderen.

Voorbeelden van coördinerende activiteiten zijn:

* Synchronisatie van de aard, omvang en timing van gepland werk.
* Een algemeen begrip van technieken, methoden en terminologie van assurance waarborgen.
* Toegang bieden tot elkaars werkprogramma's, werkdocumenten en rapporten.
* Vertrouwen op elkaars werk teneinde dubbel werk te minimaliseren.
* Periodiek bijeenkomen om te bepalen of het nodig is om de timing van het geplande werk aan te passen, op basis van de resultaten van het voltooide werk.

De CAE kan er om verschillende redenen voor kiezen om zich te baseren op de werkzaamheden van andere aanbieders, zoals het beoordelen van speciale vakgebieden buiten de expertise van de internal auditfunctie of het vergroten van de risico-dekking buiten het internal auditplan. Als de internal auditfunctie zich echter baseert op het werk van een andere dienstverlener, behoudt de CAE de eindverantwoordelijkheid voor de conclusies en adviezen van internal auditing. Het is daarom van wezenlijk belang dat de CAE een consistent proces op gang brengt en een aantal criteria vastlegt om vast te stellen of de internal auditfunctie zich kan baseren op het werk van een andere aanbieder. In dit proces kan de CAE:

* Objectiviteit beoordelen door te overwegen of de aanbieder belangenverstrengelingen heeft of lijkt te hebben en of deze zijn gemeld.
* Onafhankelijkheid overwegen door de rapportagerelaties van de aanbieder en het effect van deze overeenkomst te onderzoeken.
* Competentie bevestigen door te controleren of de professionele ervaring, kwalificaties, certificeringen en affiliaties van de aanbieder geschikt en actueel zijn.
* De professionele zorgvuldigheid beoordelen door elementen te onderzoeken van de werkwijze die de aanbieder gebruikt om het werk te voltooien (d.w.z., de methodologie van de aanbieder en of het werk adequaat was gepland, gecontroleerd, gedocumenteerd en beoordeeld).
* De CAE kan ook trachten inzicht te krijgen in de reikwijdte, doelstellingen en resultaten van de werkelijke werkzaamheden die zijn uitgevoerd om vast te stellen in hoeverre vertrouwen kan worden gesteld in het werk van de aanbieder. De CAE overweegt doorgaans of de bevindingen van de aanbieder redelijk zijn en gebaseerd zijn op voldoende, betrouwbaar en relevant auditbewijs. De CAE bepaalt of er extra werk of toetsing nodig is om voldoende bewijs te verkrijgen ter ondersteuning of verhoging van het gewenste niveau van vertrouwen. Indien extra werkzaamheden nodig zijn, kan de internal auditfunctie de resultaten van de andere aanbieder nogmaals toetsen.

Overwegingen bij het aantonen van de naleving

Bewijzen van naleving van Standaard 2050 kunnen bestaan uit communicaties met betrekking tot verschillende assurance- en adviesfuncties en -verantwoordelijkheden, die gedocumenteerd kunnen zijn in de notulen van vergaderingen met individuele aanbieders van assurance- en adviesdiensten of in notulen van vergaderingen met het bestuur en senior management. Overeenstemming met de vereisten met betrekking tot vertrouwen op het werk van andere aanbieders kan ook worden aangetoond door de documentatie van de CAE over het proces en criteria die zijn toegepast om vast te stellen of de internal auditfunctie kan afgaan op het werk van een aanbieder. Dat voldaan is aan de vereiste om de aanbieders van assurance- en adviesdiensten te coördineren wordt aangetoond door assurancekaarten en/of gecombineerde internal auditplannen die identificeren welke aanbieder verantwoordelijk is voor het verstrekken van assurance- of adviesdiensten in elk gebied.

Over het IIA

Het *Institute of Internal Auditors* (IIA) is internationaal de meest vooraanstaande beroepsorganisatie van de internal auditors. Het instituut treedt op als belangenbehartiger, houdt zich bezig met educatie en verstrekt standaarden, richtsnoeren en certificeringen. Het IIA werd opgericht in 1941 en heeft inmiddels meer dan 180.000 leden in ruim 170 landen. Het wereldwijde hoofdkantoor van het IIA staat in de Verenigde Staten in Lake Mary, Florida. Ga voor andere informatie naar www.globaliia.org of www.theiia.org.

Over de Implementatierichtlijnen

De Implementatierichtlijnen maken deel uit van het *International Professional Practices Framework*® (IPPF®) van het IIA en bevatten (niet-verplichte) richtsnoeren voor het beroep van internal auditor. Doel van de Implementatierichtlijnen is ondersteuning te bieden aan internal auditors en internal auditfuncties zodat zij beter in staat zijn om de *International Standards for the Professional Practice of Internal Auditing* (Standaarden) na te leven.

De Implementatierichtlijnen ondersteunen internal auditors bij het toepassen van de Standaarden. De Implementatierichtlijnen beschrijven de aanpak, methodieken en overwegingen die de internal auditfunctie moet hanteren, maar gaan niet in detail in op processen of procedures.

Andere gezaghebbende richtlijnen van het IIA kunt u vinden op onze websites: www.globaliia.org/standards-guidance en www.theiia.org/guidance.

Disclaimer

Dit document is door het IIA gepubliceerd voor informatieve en educatieve doeleinden. Deze Richtlijnen hebben niet tot doel definitieve antwoorden te geven op specifieke individuele vragen en zijn derhalve slechts bedoeld als richtsnoer. Het IIA raadt aan om met betrekking tot een specifieke situatie altijd onafhankelijk deskundig advies ter zake in te winnen. Het IIA accepteert geen verantwoordelijkheid voor de gevolgen indien men uitsluitend afgaat op deze Richtlijnen.
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